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The	game	is	changing…
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Defamation

Hactivists
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Anonymous
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Organized crime
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Script-kiddies
Nigerian 419 Scams, Code Red

National Security,
Espionage

Nation-state 
actors
Stuxnet, 
Aurora, APT-1



Global	Ransomware	outbreak	May	12,	2017



Every	blue	dot	represents	a	wannacry ransomware	infection	that	
occurred	between	10:30am	CST	on	5/12	and	2:30	CST	on	5/15/17.
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Geographic	Distribution	of	Petya/NonPetya Outbreak
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Here’s	how	evil	Russian	hackers	hacked	John	Podesta (and	more	importantly	how	they	would	probably	hack	you.
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